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1. Discussion
The WID has been approved with the following NOTE
"NOTE: Details of URSP enhancements for 5WWC_Ph2 will be determined in the normative phase also taking into account PIN-related URSP enhancements."
This document analysis whether a new URSP identifier is needed for 5WWC for device behind
1.1. PIN
In PIN the USRP has been modified adding the support of PIN ID in Routing Selection Policy shown in Annex 4.1 where the traffic descriptor includes the PIN ID. 
The PIN ID is associated to a unique specific PIN in the PLMN and the PIN ID is created when the PIN is created. Furthermore the devices belonging to the PIN are known by PEGC since it is informed by PEMC or by AF. Therefore the PEGC can associated the traffic to/from these PINEs to the PDU session related to the PIN ID and the 5GC is aware of the PIN ID associated PIN supported by the PEGC, hence the PCF can create the suitable USRP to be sent to the PEGC. 
It shall be noted that the number of PIN network which will be associated to a single PDU session in PECG does not influence the specification of the USRP description (the actual definition of entry will be different), for exampleies multiple entry same PIN IDs may be possible. 
1.2. 5G-RG
The devices behind the 5G-RG are connected over different interfaces of the 5G-RG, such as WLAN and ethernet. It can be also noted that the end customer can deploy its own WLAN AP connected to the 5G-RG via ethernet port or also its own 5G-RG. In home scenario in some countries the operator may support the Community Wifi based on a SSID which is managed by the operator and it is the same on all the 5G-RGs of the operator. Furthermore, while the home SSID can be changed in any 5G-RG by the  user, the SSID for Commity is blocked and may be enabled/disabled.
The solution 1 of TR, shown in figure, has been endorsed and it is assumed that different PDU sessions may be established per group of “virtual ports”. These ports could for e.g. refer to a separate physical Ethernet ports and/or a separate WLAN SSIDs and the groups may also be separated on the LAN behind the RG using VLANs.
The 5G-RG is configured with the (virtual) port information (e.g. VLANs and SSIDs) as defined by TR-69, TR-360 and TR-181. 
In line of principle the URSP rules can be provided to the RG to indicate the PDU Sessions to establish (DNN, S-NSSAI etc) per “Virtual port”, only if only the “virtual port” is known by the 5GC. It shall be also considered that the virtual port may assume different format, i.e. a MAC address for a ethernet port or a SSID for a WLAN or a VLAN ID (which can be per ethernet port or per SSD or combination of them).
In URSP the current IP and Non-IP description, a part the DSCP/PCP tag ad the VLAN ID tags refer to the destination IP address and to destination MAC address, i.e. the destination on the DN side and not the “destination as LAN port of 5G-RG”. Furthermore it should be noted that the traffic send to DN generally has the MAC address of the WAN port as source address for the Uplink traffic and the Destination address for the downlink traffic and not those of the LAN ethernet ports. The only exception is in case of 5G-RG in Ethernet bridge mode.
The SSID is not part of URSP as traffic descriptor.
The ACS configure the 5G-RG for the LAN port and the mapping to WAN interface, for example the VLAN to be used on wireline interface in case of Ethernet connection, or the association between the SSID and the VLAN. The figure 2 shown an example management object relationship for a possible configuration of 5G-RG interfaces enabled by TR-181 for the support of 5G from ACS.




Figure 1: Solution 1 principle 

[image: Figure 76: Fixed access only example ]
Figure 2: example if interfaces configurations in 5G-RG managed as defined by TR-181. 

1.2.1 5G-RG Local and Remote configuration via ACS
The remote configuration can be performed by the operator via ACS which using the standardized management object to perform the configuration and update of configuration when is needed (e.g. new services subscribed, etc)
The user can also make configuration for static local IP address, define local static route (NAPT) for example for remote access of specific services, configure registration to Dynamic DNS server, enable/disable remote access via web server in conjunction with registration to 3rd party Dynamic DNS server, change firewall rules etc. Enable/disable IPV6.
All these actions can change for example the association between for example the VLAN used for internet or WAN and the local routing to LAN. In future for 5G enabled 5G-RG this mapping may be translated on a specific mapping between local device traffic and PDU session via NAPT, which can take precedence on the remote configurations.
1.2.2 5G-RG URSP extension
In this clause we consider the possible extension of URSP considering which are the possible information to be used as Routing selection criteria. The available Routing selection criteria are:
1. The MAC address of the LAN ethernet port 
2. The BSSID of the WLAN AP (MAC of the WLAN AP)
3. The SSID of the WLAN interface
4. The local IP address assigned to each device
5. The MAC address of each remote devices
6. The UPnP information
· The MAC address of the ethernet port and The BSSID of the WLAN AP
The information 1 and 2 are different per each 5G-RG and usually are static, so in principle is feasible for being used in URSP routing selection, but the condition is to be known by 5G associated to 5G-RG subscription, since it is different per each 5G-RG and a common rule applicable to all 5G-RG can not be used.  
How this information may be known by 5GC?
Option 1) This information may be known by ACS (it is assumed that management object are already defined), which have to communicate to the 5GC via NEF, i.e. the ACS acts as AF making use of exposure services. 
Impact: 
· to define an extension of current NEF provisioning service via NEF to provide the required information. 
· The ACS needs to implement NEF exposure interface. The ACS is under BBF and Cable Labs responsibility , so whether it is left to implementation or standardized is our of 3GPP scope. 
Option 2) the 5G-RG communicates this information directly to the UDM/PCF.
Impact: 
· new information to be added in NAS to AMF/SMF/PCF and stored in UDM.  Which procedure needs to be updated, e.g. the registration procedure?  
· Impact SMF/PCF/UDM

  
· The SSID of the WLAN AP
The SSIDs in 5G-RG are usually at least two or three: the local SSID (they may be different between the 2.5 GHz and 5 GHz)  which may be changed by the customer and which is used for local services; the Community Wifi SSID which is pre-configured by operator and that it can not be changed.
The SSID for local services may be used as route selection criteria, but it needs to be communicated to the 5GC since it is different for each 5G-RG and it may be changed by the customer, hence it need to be dynamically retrieved/updated each time that the user will change it.
The Community WiFI is statically configured and it is the same value for each 5G-RG, hence it can be used to distinguish the traffic form the community Wifi. This be consider as a preconfigured parameter in PCF applicable when the RAT type is Wireline. How is configured can be as in option 1) or 2) above or  assumed that by magic is configured in PCF and/or in UDM in subscription information and the provided to PCF when requested. 
· The SSID Vs. BSSID 
The BSSID is the MAC address of the WLAN AP, so it is the same value irrespectively to the SSID which is advertised.  Thereforethe BSSID is not suitable for distinguishing the traffic generated for devices connected to different SSIDs, for example to distinguish the traffic related to local SSID from the Community Wifi SSID
· The LAN IP address of device, MAC address of the device, UPnP rules.
The above information 3, 4 and 6 change dynamically, therefore they are not feasible for URSP. 
Consideration
In order to distinguish the traffic the POTENTIAL criteria to be added in URSP route selection criteria are:
· The SSID as Community Wifi since it is the same for all 5G-RG in the PLMN and it can not be changed by customer.
· The LAN MAC address to distinguish the traffic on different LAN port (physical or virtual) in case of Port dedicate to IPtv external Set-of-box, Phone port. In order to be used the MAC address shall be known by 5GC and associated to the 5G-RG user profile.
· In order to take a decision it shall be defined how the above information is known by PCF in order to generate the URSP specific for each 5G-RG 


2. Conclusion and proposal(s)
Taken into account the considerations resumed here after
· The URSP routing selection criteria needs to be known by 5G in order to be used to generate URSP
· The potential parameters to be considered for USRP Routing Selection Criteria are 
· SSID for distinguish Community Wifi traffic which is carried by an SSID which for all 5G-RG in the PLMN and it can not be changed by customer.
· The MAC address of the LAN port, but this requires a procedure to retrieve the information and to store in UDM/UDR for each 5G-RG in order to be able to generate URSP routing rules. The procedure need to be defined and discussed with BBF ND Cable labs to verify the impact and whether from them if it is feasible. 
· The 5WWC normative work has a limited number of TU
· The applicability to FN-RG needs to be further considered.
· The 5WWC scope is to distinguish the device behind a 5G-RG and the URSP extension does not apply to any specific device behind a RG
· The local configuration done by customer needs to be taken into account and take precedence on remote configuration
· Remote configuration of “routing of traffic” between LAN interfaces and PDU session is supported by TR-069/TR-181/TR-181 via ACS  
 Therefore it is proposed
· Not consider any URSP extension related to specific information for 5G-RG in this release
· The binding of traffic between LAN ports and WAN PDU session is based on local configuration or remoted configuration outside the scope of 3GPP.
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4.1. USRP definition for PIN

-------------------------------  text copied from approved CR ----------------------------------
6.6.2.1	Structure Description
The UE Route Selection Policy (URSP) includes a prioritized list of URSP rules.
Table 6.6.2.1-1: UE Route Selection Policy
	Information name
	Description
	Category
	PCF permitted to modify in a URSP
	Scope

	URSP rules
	1 or more URSP rules as specified in table 6.6.2.1-2
	Mandatory
	Yes
	UE context



The structure of the URSP rules is described in Table 6.6.2.1-2 and Table 6.6.2.1-3.
Table 6.6.2.1-2: UE Route Selection Policy Rule
	Information name
	Description
	Category
	PCF permitted to modify in a UE context
	Scope

	
	
	
	
	

	Rule Precedence
	Determines the order the URSP rule is enforced in the UE.
	Mandatory
(NOTE 1)
	Yes
	UE context

	Traffic descriptor
	This part defines the Traffic descriptor components for the URSP rule.
	Mandatory
(NOTE 3)
	
	

	Application descriptors
	It consists of OSId and OSAppId(s). (NOTE 2, NOTE X)
	Optional
	Yes
	UE context

	IP descriptors
(NOTE 5)
	Destination IP 3 tuple(s) (IP address or IPv6 network prefix, port number, protocol ID of the protocol above IP). (NOTE X)
	Optional
	Yes
	UE context

	Domain descriptors
	FQDN(s) or a regular expression which are used as a domain name matching criteria (NOTE 6, NOTE X).
	Optional
	Yes
	UE context

	Non-IP descriptors
(NOTE 5)
	Descriptor(s) for destination information of non-IP traffic (NOTE X)
	Optional
	Yes
	UE context

	DNN
	This is matched against the DNN information provided by the application. (NOTE X)
	Optional
	Yes
	UE context

	Connection Capabilities
	This is matched against the information provided by a UE application when it requests a network connection with certain capabilities. (NOTE 4, NOTE X)
	Optional
	Yes
	UE context

	PIN ID
	Matched against a PIN ID for a specific PIN configured in the PEGC. (NOTE Y)
	Optional
	Yes
	UE context

	List of Route Selection Descriptors
	A list of Route Selection Descriptors. The components of a Route Selection Descriptor are described in table 6.6.2.1-3.
	Mandatory
	
	

	NOTE 1:	Rules in a URSP shall have different precedence values.
NOTE 2:	The information is used to identify the Application(s) that is(are) running on the UE's OS. The OSId does not include an OS version number. The OSAppId does not include a version number for the application.
NOTE 3:	At least one of the Traffic descriptor components shall be present.
NOTE 4:	The format and some values of Connection Capabilities, e.g. "ims", "mms", "internet", etc., are defined in TS 24.526 [19]. More than one connection capabilities value can be provided.
NOTE 5:	A URSP rule cannot contain the combination of the Traffic descriptor components IP descriptors and Non-IP descriptors.
NOTE 6:	The match of this traffic descriptor does not require successful DNS resolution of the FQDN provided by the UE Application.
NOTE X:	Not applicable for PINE traffic.
NOTE Y:	Only applies to traffic to/from PINEs. PIN ID and other traffic descriptor components are mutually exclusive, i.e., if PIN ID is included in a URSP rule, then no other traffic descriptor components are supported in the same URSP rule.


Table 6.6.2.1-3: Route Selection Descriptor
Each URSP rule contains a Traffic descriptor (containing one or more components described in Table 6.6.2.1-2) that determines when the rule is applicable. A URSP rule is determined to be applicable when every component in the Traffic descriptor (for traffic descriptors other than the PIN ID) matches the corresponding information from the application or matches the information configured for a PIN (if the URSP rule contains a PIN ID traffic descriptor). A URSP rule is determined not to be applicable when for any given component in the Traffic descriptor:
-	No corresponding information from the application/for a PIN is available; or
-	The corresponding information from the application/for a PIN does not match any of the values in the Traffic descriptor component.
NOTE 1:	It is recommended to avoid listing more than two components in the Traffic descriptor of a URSP rule.
If a URSP rule is provided that contains a Traffic descriptor with two or more components, it is recommended to also provide URSP rule(s) with lower precedence and a Traffic descriptor with less components, in order to increase the likelihood of URSP rule matching for a particular application.
Each URSP rule contains a list of Route Selection Descriptors containing one or multiple Route Selection Descriptors each having a different Route Selection Descriptor Precedence value. A Route Selection Descriptor contains one or more of the following components:
-	Session and Service Continuity (SSC) Mode: Indicates that the traffic of the matching application shall be routed via a PDU Session supporting the included SSC Mode.
-	Network Slice Selection: Indicates that the traffic of the matching application shall be routed via a PDU Session supporting any of the included S-NSSAIs, see clause 5.15.4 in TS 23.501 [2]. It includes one or more S-NSSAI(s).
-	DNN Selection: Indicates that the traffic of the matching application shall be routed via a PDU Session supporting any of the included DNNs. It includes one or more DNN(s). If a DNN Selection component is provided in the Route Selection Descriptor then the UE shall use any of the DNNs of the DNN Selection component, instead of the DNN requested by the application for the PDU Session that is used to route the traffic of the matching application. If there is no DNN Selection component in the Route Selection Descriptor, then the UE shall use the DNN requested by the application for the PDU Session that is used to route the traffic of the matching application.
NOTE 2:	To provide uniform service experience for UEs from earlier Releases, when a USRP rule with a DNN in both, Traffic descriptor and Route Selection Descriptor, is provided to the UEs, the DNN(s) used in the Traffic descriptor would also need to be included in the policy for DNN replacement in the network. In addition, a lower priority Route Selection Descriptor without a DNN would also need to be provided to the UEs.
-	PDU Session Type Selection: Indicates that the traffic of matching application shall be routed via a PDU Session supporting the included PDU Session Type. The possible PDU Session Types are defined in clause 5.6.10 in TS 23.501 [2].
-	Non-Seamless Offload indication: Indicates that traffic of the matching application is to be offloaded to non-3GPP access outside of a PDU Session when the rule is applied. If this component is present in a Route Selection Descriptor, no other components shall be included in the Route Selection Descriptor.
-	ProSe Layer-3 UE-to-Network Relay Offload indication: Indicates that the traffic of the matching application is to be sent via a ProSe Layer-3 UE-to-Network Relay outside of a PDU Session when the rule is applied. If this indication is absent then the traffic matching of the URSP rule shall not be sent via a ProSe Layer-3 UE-to-Network Relay outside of a PDU Session. If this component is present in a Route Selection Descriptor, no other components shall be included in the Route Selection Descriptor.
-	Access Type Preference: If the UE needs to establish a PDU Session when the rule is applied, this indicates the Access Type (3GPP or non-3GPP or multi-access) on which the PDU Session should be established. The type "Multi-Access" indicates that the PDU Session should be established as a MA PDU Session, using both 3GPP access and non-3GPP access.
NOTE 3:	The Access Type of 3GPP also includes the use of ProSe UE-to-Network Relay access as defined in TS 23.304 [34].
-	PDU Session Pair ID: An indication shared by redundant PDU Sessions as described in clause 5.33.2.1 of TS 23.501 [2].
-	RSN: The RSN for redundant PDU Sessions as described in clause 5.33.2.1 of TS 23.501 [2].
NOTE 4:	For backward compatibility, PCF may provide a RSD with PDU Session Pair ID and RSN and a RSD without PDU Session Pair ID and RSN in the URSP rule. In this case, the RSD with PDU Session Pair ID and RSN has a lower precedence value (i.e. higher prioritised) than the one without PDU Session Pair ID. If a non-supporting UE receives the RSD containing PDU Session Pair ID, it ignores this RSD.
NOTE 5:	The UE may also set the PDU Session Pair ID and RSN parameters based on UE implementation as described in clause 5.33.2.1 of TS 23.501 [2].
-	Time Window: The Route Selection Descriptor is not be considered valid unless the UE is in the time window.
-	Location Criteria: The Route Selection Descriptor is not be considered valid unless the UE's location matches the Location Criteria.
NOTE 6:	The structure of the URSP does not define how the PCF splits the URSP when URSP cannot be delivered to the UE in a single NAS message.
NOTE 7:	It is expected that UE applications will not be able to change or override the PDU Session parameters in the URSP rules. A UE application can express preferences when it requests a network connection (e.g. certain Connection Capabilities), which can be mapped into specific PDU Session parameters by the URSP rules.
NOTE 8:	When one Route Selection Descriptor in a URSP rule contains a Time Window or Location Criteria, all Route Selection Descriptors in the URSP rule must contain a Time Window or Location Criteria.
In the case of network rejection of the PDU Session Establishment Request, the UE may trigger a new PDU Session establishment based on the rejection cause and the URSP policy.
When the PCF provisions URSP rules to the UE, one URSP rule with a "match all" Traffic descriptor may be included.
NOTE 9:	When URSP rules containing NSSP are available to the UE and the URSP rule with the "match all" Traffic descriptor is not part of them, a UE application that has no matching URSP rule and no UE Local Configuration cannot request a network connection.
The URSP rule with the "match all" Traffic descriptor is used to route the traffic of applications which do not match any other URSP rules and shall therefore be evaluated as the last URSP rule, i.e. with lowest priority. There shall be only one Route Selection Descriptor in this URSP rule. The Route Selection Descriptor in this URSP rule includes at most one value for each Route Selection Component.
NOTE 10:	How to set the URSP rule with the "match all" Traffic descriptor as the URSP rule with lowest priority is defined in TS 24.526 [19].
NOTE Z:	The URSP rule with the "match all" Traffic descriptor is not applicable to PINE traffic. 

4.2. TS 23.501 Multiple PDU Sessions towards the same DNN and S-NSSAI

[bookmark: _Toc27894662][bookmark: _Toc36191729][bookmark: _Toc45192815][bookmark: _Toc47592447][bookmark: _Toc51834528][bookmark: _Toc122443162][bookmark: _Hlk130219978]4.3.2.2.4	Multiple PDU Sessions towards the same DNN and S-NSSAI
A UE may establish multiple PDU Sessions associated with the same DNN and S-NSSAI and the AMF may select the same SMF or different SMFs as specified in clause 6.3.2 of TS 23.501 [2].
During PDU Session establishment, the AMF checks if the SMF selection subscription data indicates that the same SMF is required for multiple PDU Sessions and if required, the AMF checks if any SMF is already selected for the same DNN and S-NSSAI, if so, the same SMF will be used for the additional PDU Session.
NOTE 1:	The SMF ID can be notified from UDM to the AMF when one AMF is selected for 3GPP access in VPLMN and a different AMF is selected in HPLMN for non-3GPP access.
NOTE 2:	The same SMF is selected for multiple PDU Sessions towards the same DNN and S-NSSAI to facilitate the selection of the same PCF e.g. for the purpose of usage monitoring.

4.3. TS 24.526 URSP
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Figure 5.2.2: URSP rule
Table 5.2.1: UE policy part contents including a URSP rule
	Precedence value of URSP rule (octet v+2)
The precedence value of URSP rule field is used to specify the precedence of the URSP rule among all URSP rules in the URSP. This field includes the binary encoded value of the precedence value in the range from 0 to 255 (decimal). The higher the value of the precedence value field, the lower the precedence of the URP rule is. Multiple URSP rules in the URSP shall not have the same precedence value.


	Traffic descriptor (octets v+5 to w)
The traffic descriptor field is of variable size and contains a variable number (at least one) of traffic descriptor components. Each traffic descriptor component shall be encoded as a sequence of one octet traffic descriptor component type identifier and a traffic descriptor component value field. The traffic descriptor component type identifier shall be transmitted first.


	Traffic descriptor component type identifier
Bits
8 7 6 5 4 3 2 1
0 0 0 0 0 0 0 1	Match-all type
0 0 0 0 1 0 0 0	OS Id + OS App Id type (NOTE 1)(NOTE 3)
0 0 0 1 0 0 0 0	IPv4 remote address type
0 0 1 0 0 0 0 1	IPv6 remote address/prefix length type
0 0 1 1 0 0 0 0	Protocol identifier/next header type
0 1 0 1 0 0 0 0	Single remote port type 
0 1 0 1 0 0 0 1	Remote port range type
0 1 0 1 0 0 1 0	IP 3 tuple type
0 1 1 0 0 0 0 0	Security parameter index type
0 1 1 1 0 0 0 0	Type of service/traffic class type
1 0 0 0 0 0 0 0	Flow label type
1 0 0 0 0 0 0 1	Destination MAC address type
1 0 0 0 0 0 1 1	802.1Q C-TAG VID type (NOTE 4)
1 0 0 0 0 1 0 0	802.1Q S-TAG VID type (NOTE 4)
1 0 0 0 0 1 0 1	802.1Q C-TAG PCP/DEI type (NOTE 4)
1 0 0 0 0 1 1 0	802.1Q S-TAG PCP/DEI type (NOTE 4)
1 0 0 0 0 1 1 1	Ethertype type
1 0 0 0 1 0 0 0	DNN type (NOTE 3)
1 0 0 1 0 0 0 0	Connection capabilities type (NOTE 3)
1 0 0 1 0 0 0 1	Destination FQDN
1 0 0 1 0 0 1 0	Regular expression
1 0 1 0 0 0 0 0	OS App Id type (NOTE 3)
1 0 1 0 0 0 0 1	Destination MAC address range type
All other values are spare. If received they shall be interpreted as unknown.


	For "match-all type", the traffic descriptor component shall not include the traffic descriptor component value field. The "match-all type" traffic descriptor component shall not appear more than once among all traffic descriptors of the whole URSP rules in the URSP. If the "match-all type" traffic descriptor component is included in a traffic descriptor, there shall be no traffic descriptor component with a type other than "match-all type" in the traffic descriptor.


	For "OS Id + OS App Id type", the traffic descriptor component value field shall be encoded as a sequence of a sixteen octet OS Id field, a one octet OS App Id length field, and an OS App Id field. The OS Id field shall be transmitted first. The OS Id field contains a Universally Unique IDentifier (UUID) as specified in IETF RFC 4122 [16].


	For "IPv4 remote address type", the traffic descriptor component value field shall be encoded as a sequence of a four octet IPv4 address field and a four octet IPv4 address mask field. The IPv4 address field shall be transmitted first.


	For "IPv6 remote address/prefix length type", the traffic descriptor component value field shall be encoded as a sequence of a sixteen octet IPv6 address field and one octet prefix length field. The IPv6 address field shall be transmitted first.

	

	For "protocol identifier/next header type", the traffic descriptor component value field shall be encoded as one octet which specifies the IPv4 protocol identifier or IPv6 next header.


	For "single remote port type", the traffic descriptor component value field shall be encoded as two octets which specify a port number.


	For "remote port range type", the traffic descriptor component value field shall be encoded as a sequence of a two octet port range low limit field and a two octet port range high limit field. The port range low limit field shall be transmitted first.


	For "IP 3 tuple type", the traffic descriptor component value field shall be encoded as a sequence of a one octet IP 3 tuple information bitmap field where:
- bit 1 set to zero indicates that the IPv4 address field is absent; 
- bit 1 set to one indicates that the IPv4 address field is present;
- bit 2 set to zero indicates that the IPv6 remote address/prefix length field is absent; 
- bit 2 set to one indicates that the IPv6 remote address/prefix length field is present;
- bit 3 set to zero indicates that the protocol identifier/next header field is absent; 
- bit 3 set to one indicates that the protocol identifier/next header field is present;
- bit 4 set to zero indicates that the single remote port field is absent; 
- bit 4 set to one indicates that the single remote port field is present;
- bit 5 set to zero indicates that the remote port range field is absent; 
- bit 5 set to one indicates that the remote port range field is present; and
- bits 6,7, and 8 are spare bits;
followed by a four octet IPv4 address field and a four octet IPv4 address mask field, if the IPv4 address field is present;
followed by a sixteen octet IPv6 address field and one octet prefix length field, if the IPv6 remote address/prefix length field is present;
followed by one octet which specifies the IPv4 protocol identifier or IPv6 next header, if the protocol identifier/next header field is present;
followed by two octets which specify a port number, if the single remote port field is present;
followed by a two octet port range low limit field and a two octet port range high limit field, if the remote port range field is present.
The IP 3 tuple information bitmap field shall be transmitted first.
The traffic descriptor component value field shall not contain both the IPv4 address field and the IPv6 remote address/prefix length field. If the traffic descriptor component value field contains both the IPv4 address field and the IPv6 remote address/prefix length field, the receiving entity shall ignore the URSP rule.
The traffic descriptor component value field shall not contain both the single remote port field and the remote port range field. If the traffic descriptor component value field contains both the single remote port field and the remote port range field, the receiving entity shall ignore the URSP rule.
The traffic descriptor component value field shall contain at least one of the IPv4 address field, IPv6 remote address/prefix length field, the protocol identifier/next header field, the single remote port field and the remote port range field, otherwise the receiving entity shall ignore the URSP rule.


	For "security parameter index type", the traffic descriptor component value field shall be encoded as four octets which specify the IPsec security parameter index.


	For "type of service/traffic class type", the traffic descriptor component value field shall be encoded as a sequence of a one octet type-of-service/traffic class field and a one octet type-of-service/traffic class mask field. The type-of-service/traffic class field shall be transmitted first.


	For "flow label type", the traffic descriptor component value field shall be encoded as three octets which specify the IPv6 flow label. The bits 8 through 5 of the first octet shall be spare whereas the remaining 20 bits shall contain the IPv6 flow label.


	For "destination MAC address type", the traffic descriptor component value field shall be encoded as 6 octets which specify a MAC address.


	For "802.1Q C-TAG VID type", the traffic descriptor component value field shall be encoded as two octets which specify the VID of the customer-VLAN tag (C-TAG) as specified in IEEE Std 802.1Q-2018 [20]. The bits 8 through 5 of the first octet shall be spare whereas the remaining 12 bits shall contain the VID.


	For "802.1Q S-TAG VID type", the traffic descriptor component value field shall be encoded as two octets which specify the VID of the service-VLAN tag (S-TAG) as specified in IEEE Std 802.1Q-2018 [20]. The bits 8 through 5 of the first octet shall be spare whereas the remaining 12 bits shall contain the VID.


	For "802.1Q C-TAG PCP/DEI type", the traffic descriptor component value field shall be encoded as one octet which specifies the 802.1Q C-TAG PCP and DEI as specified in IEEE Std 802.1Q-2018 [20]. The bits 8 through 5 of the octet shall be spare, and the bits 4 through 2 contain the PCP and bit 1 contains the DEI.


	For "802.1Q S-TAG PCP/DEI type", the traffic descriptor component value field shall be encoded as one octet which specifies the 802.1Q S-TAG PCP as specified in IEEE Std 802.1Q-2018 [20]. The bits 8 through 5 of the octet shall be spare, and the bits 4 through 2 contain the PCP and bit 1 contains the DEI.


	For "ethertype type", the traffic descriptor component value field shall be encoded as two octets which specify an ethertype.


	For "DNN type", the traffic descriptor component value field shall be encoded as a sequence of a one octet DNN length field and a DNN value field of a variable size. The DNN value contains an APN as defined in 3GPP TS 23.003 [4].


	For "connection capabilities" type, the traffic descriptor component value field shall be encoded as a sequence of one octet for number of network capabilities followed by one or more octets, each containing a connection capability identifier encoded as follows:


	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	0
	1
	
	IMS

	0
	0
	0
	0
	0
	0
	1
	0
	
	MMS

	0
	0
	0
	0
	0
	1
	0
	0
	
	SUPL

	0
	0
	0
	0
	1
	0
	0
	0
	
	Internet

	0
	0
	1
	0
	0
	0
	0
	0
	
	

	to
	
	Operator specific connection capabilities

	0
	0
	1
	1
	1
	1
	1
	1
	
	

	All other values are spare. If received, they shall be interpreted as unknown.


	

	For "destination FQDN" type, the traffic descriptor component value field shall be encoded as a sequence of one octet destination FQDN length field and a destination FQDN value of variable size. The destination FQDN value field shall be encoded as defined in clause 28.3.2.1 in 3GPP TS 23.003 [4]. 

For "regular expression" type, the traffic descriptor component value field shall be encoded as a sequence of one octet regular expression length field and a regular expression value of variable size. The regular expression value field shall take the form of Extended Regular Expressions (ERE) as defined in chapter 9 in IEEE 1003.1-2004 Part 1 [19].


	For "OS App Id type", the traffic descriptor component value field shall be encoded as a one octet OS App Id length field and an OS App Id field.

For "destination MAC address range type", the traffic descriptor component value field shall be encoded as a sequence of a 6 octet destination MAC address range low limit field and a 6 octet destination MAC address range high limit field. The destination MAC address range low limit field shall be transmitted first.


	Precedence value of route selection descriptor (octet b+2)
The precedence value of route selection descriptor field is used to specify the precedence of the route selection descriptor among all route selection descriptors in the URSP rule. This field includes the binary encoded value of the precedence value in the range from 0 to 255 (decimal). The higher the value of the precedence value field, the lower the precedence of the route selection descriptor is.


	Route selection descriptor contents (octets b+5 to c)
The route selection descriptor contents field is of variable size and contains a variable number (at least one) of route selection descriptor components. Each route selection descriptor component shall be encoded as a sequence of a one octet route selection descriptor component type identifier and a route selection descriptor component value field. The route selection descriptor component type identifier shall be transmitted first.


	Route selection descriptor component type identifier
Bits
8 7 6 5 4 3 2 1
0 0 0 0 0 0 0 1	SSC mode type
0 0 0 0 0 0 1 0	S-NSSAI type
0 0 0 0 0 1 0 0	DNN type
0 0 0 0 1 0 0 0	PDU session type type
0 0 0 1 0 0 0 0	Preferred access type type (NOTE 2)
0 0 0 1 0 0 0 1	Multi-access preference type (NOTE 2)
0 0 1 0 0 0 0 0	Non-seamless non-3GPP offload indication type
0 1 0 0 0 0 0 0	Location criteria type
1 0 0 0 0 0 0 0	Time window type
1 0 0 0 0 0 0 1	5G ProSe layer-3 UE-to-network relay offload indication type
1 0 0 0 0 0 1 0	PDU session pair ID type (NOTE 5)
1 0 0 0 0 0 1 1	RSN type (NOTE 5)
All other values are spare. If received they shall be interpreted as unknown.


	For "SSC mode type", the route selection descriptor component value field shall be encoded as a one octet SSC mode field. The bits 8 through 4 of the octet shall be spare, and the bits 3 through 1 shall be encoded as the value part of the SSC mode information element defined in clause 9.11.4.16 of 3GPP TS 24.501 [11]. The "SSC mode type" route selection descriptor component shall not appear more than once in the route selection descriptor.


	For "S-NSSAI type", the route selection descriptor component value field shall be encoded as a sequence of a one octet S-NSSAI length field and an S-NSSAI value field of a variable size. The S-NSSAI value shall be encoded as the value part of the S-NSSAI information element defined in clause 9.11.2.8 of 3GPP TS 24.501 [11], without the mapped HPLMN SST field and without the mapped HPLMN SD field.


	For "DNN type", the route selection descriptor component value field shall be encoded as a sequence of a one octet DNN length field and a DNN value field of a variable size. The DNN value contains an APN as defined in 3GPP TS 23.003 [4].


	For "PDU session type type", the route selection descriptor component value field shall be encoded as a one octet PDU session type field. The bits 8 through 4 of the octet shall be spare, and the bits 3 through 1 shall be encoded as the value part of the PDU session type information element defined in clause 9.11.4.11 of 3GPP TS 24.501 [11]. The "PDU session type type" route selection descriptor component shall not appear more than once in the route selection descriptor.


	For "preferred access type type", the route selection descriptor component value field shall be encoded as a one octet preferred access type field. The bits 8 through 3 shall be spare, and the bits 2 and 1 shall be encoded as the value part of the access type information element defined in clause 9.11.2.1A of 3GPP TS 24.501 [11]. The "preferred access type type" route selection descriptor component shall not appear more than once in the route selection descriptor.


	For "multi-access preference type", the route selection descriptor component value field shall be of zero length. The "multi-access preference type" route selection descriptor component shall not appear more than once in the route selection descriptor. The "multi-access preference type" route selection descriptor component in the route selection descriptor indicates the multi-access preference.


	For "non-seamless non-3GPP offload indication type", the route selection descriptor component shall not include the route selection descriptor component value field. The "non-seamless non-3GPP offload indication type" route selection descriptor component shall not appear more than once in the route selection descriptor. If the "non-seamless non-3GPP offload indication type" route selection descriptor component is included in a route selection descriptor, there shall be no route selection descriptor component with a type other than "non-seamless non-3GPP offload indication type" in the route selection descriptor.

	

	For "location criteria type", the route selection descriptor component value field may contain one or more types of location area and is encoded as shown in Figure 5.2.5 and Table 5.2.2.


	For "time window type", the route selection descriptor component value field shall be encoded as a sequence of a Starttime field and a Stoptime field. The Starttime field is represented by the number of seconds since 00:00:00 on 1 January 1970 and is encoded as the 64-bit NTP timestamp format defined in IETF RFC 5905 [17], where binary encoding of the integer part is in the first 32 bits and binary encoding of the fraction part in the last 32 bits. The encoding of the Stoptime field is the same as the Starttime field.

	

	For "5G ProSe layer-3 UE-to-network relay offload indication type", the route selection descriptor component shall not include the route selection descriptor component value field. The "5G ProSe layer-3 UE-to-network relay offload indication type" route selection descriptor component shall not appear more than once in the route selection descriptor. If the "5G ProSe layer-3 UE-to-network relay offload indication type" route selection descriptor component is included in a route selection descriptor, there shall be no route selection descriptor component with a type other than "5G ProSe layer-3 UE-to-network relay offload indication type" in the route selection descriptor. If "5G ProSe layer-3 UE-to-network relay offload indication type" is not present the traffic shall not be routed via a 5G ProSe layer-3 UE-to-network relay outside of a PDU Session.


	For "PDU session pair ID type", the route selection descriptor component value field shall be encoded as a one octet PDU session pair ID field. The PDU session pair ID value shall be encoded as defined in clause 9.11.4.32 of 3GPP TS 24.501 [11].


	For "RSN type", the route selection descriptor component value field shall be encoded as a one octet RSN field. The RSN value shall be encoded as the value part of the RSN information element defined in clause 9.11.4.33 of 3GPP TS 24.501 [11].


	NOTE 1:	For "OS Id + OS App Id type", the traffic descriptor component value field does not specify the OS version number or the version number of the application.
NOTE 2:	The PCF does not include both the "preferred access type type" and the "multi-access preference type" route selection descriptor components in a single route selection descriptor. If there are both "preferred access type type" and "multi-access preference type" route selection descriptor components in a single route selection descriptor, the UE ignores the "preferred access type type" route selection descriptor component.
NOTE 3:	The W-AGF acting on behalf of the FN-RG shall interpret the value as unknown. 
NOTE 4:	The traffic descriptor of a URSP rule cannot include more than one instance of this traffic component type.
NOTE 5:	Redundant PDU session is not applicable over non-3GPP access. The UE ignores any route selection descriptor which includes "PDU session pair ID type" or "RSN type" route selection descriptor component and also includes a "preferred access type type" route selection descriptor component set to "non-3GPP access" or a "multi-access preference type" route selection descriptor component.
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